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community’s values and diversity when designing future support mechanisms.

CCS Concepts: • Human-centered computing → Empirical studies in HCI; Empirical studies in
collaborative and social computing; Social media; Computer supported cooperative work.

Additional KeyWords and Phrases: decentralisation, social media, citizen-powered internet, admin experiences,
content moderation, online communities

ACM Reference Format:
Zhilin Zhang, Jun Zhao, Ge Wang, Samantha-Kaye Johnston, George Chalhoub, Tala Ross, Diyi Liu, Claudine
Tinsman, Rui Zhao, Max Van Kleek, and Nigel Shadbolt. 2024. Trouble in Paradise? Understanding Mastodon

Authors’ Contact Information: Zhilin Zhang, zhilin.zhang@cs.ox.ac.uk, University of Oxford, United Kingdom; Jun Zhao,
jun.zhao@cs.ox.ac.uk, University of Oxford, United Kingdom; Ge Wang, gew@stanford.edu, Stanford University, United
States; Samantha-Kaye Johnston, samantha-kaye.johnston@cs.ox.ac.uk, University of Oxford, United Kingdom; George
Chalhoub, g.chalhoub@ucl.ac.uk, University College London, United Kingdom; Tala Ross, tala.ross@cs.ox.ac.uk, University
of Oxford, United Kingdom; Diyi Liu, diyi.liu@oii.ox.ax.uk, University of Oxford, United Kingdom; Claudine Tinsman,
claudine.tinsman@cs.ox.ac.uk, University of Oxford, United Kingdom; Rui Zhao, rui.zhao@cs.ox.ac.uk, University of Oxford,
United Kingdom; Max Van Kleek, max.van.kleek@cs.ox.ac.uk, University of Oxford, United Kingdom; Nigel Shadbolt,
nigel.shadbolt@cs.ox.ac.uk, University of Oxford, United Kingdom.

This work is licensed under a Creative Commons Attribution-NonCommercial International 4.0
License.

© 2024 Copyright held by the owner/author(s).
ACM 2573-0142/2024/11-ART520
https://doi.org/10.1145/3687059

Proc. ACM Hum.-Comput. Interact., Vol. 8, No. CSCW2, Article 520. Publication date: November 2024.

HTTPS://ORCID.ORG/0009-0007-4284-9490
HTTPS://ORCID.ORG/0000-0001-6935-9028
HTTPS://ORCID.ORG/0000-0003-4656-2175
HTTPS://ORCID.ORG/0009-0008-9206-4541
HTTPS://ORCID.ORG/0000-0003-2082-2610
HTTPS://ORCID.ORG/0000-0002-4856-9410
HTTPS://ORCID.ORG/0000-0001-8399-4677
HTTPS://ORCID.ORG/0000-0002-2605-3309
HTTPS://ORCID.ORG/0000-0003-2993-2023
HTTPS://ORCID.ORG/0000-0003-3873-6366
HTTPS://ORCID.ORG/0000-0002-5085-9724
https://orcid.org/0009-0007-4284-9490
https://orcid.org/0000-0001-6935-9028
https://orcid.org/0000-0003-4656-2175
https://orcid.org/0009-0008-9206-4541
https://orcid.org/0000-0003-2082-2610
https://orcid.org/0000-0003-2082-2610
https://orcid.org/0000-0002-4856-9410
https://orcid.org/0000-0001-8399-4677
https://orcid.org/0000-0002-2605-3309
https://orcid.org/0000-0003-2993-2023
https://orcid.org/0000-0003-3873-6366
https://orcid.org/0000-0002-5085-9724
https://creativecommons.org/licenses/by-nc/4.0/
https://creativecommons.org/licenses/by-nc/4.0/
https://creativecommons.org/licenses/by-nc/4.0/
https://doi.org/10.1145/3687059
http://crossmark.crossref.org/dialog/?doi=10.1145%2F3687059&domain=pdf&date_stamp=2024-11-08


520:2 Zhilin Zhang et al.

Admin’s Motivations, Experiences, and Challenges Running Decentralised Social Media. Proc. ACM Hum.-
Comput. Interact. 8, CSCW2, Article 520 (November 2024), 24 pages. https://doi.org/10.1145/3687059

1 Introduction
In the evolving landscape of social media, decentralised platforms [5, 10] have emerged as viable
alternatives to traditional, centralised networks. Mastodon [77], an open-source, federated social
media platform, is at the forefront of this shift, championing user autonomy and community
governance [94, 125]. Unlike traditional mainstream platforms governed by singular corporate
entities, Mastodon’s decentralised nature allows ordinary citizens to create their own social media
services, enabling the creation of diverse, independent communities, each with its own culture
and rules [58]. This structure not only democratises content and interaction but also introduces
new dynamics in social media governance. Since October 2022, there has been a significant rise in
public engagement with Mastodon, partly influenced by a migration of users from Twitter/X1 [55].
Mastodon’s increasing popularity underscores a growing public interest in more equitable and
community-focused online spaces, challenging the dominance of centralised social media giants.
While extensive research has explored traditional social media platforms [6, 22, 83, 108], the

realm of decentralised social media, notably Mastodon, remains less examined. Previous studies
on decentralised platforms have primarily focused on technical aspects of the infrastructures
themselves [30, 45, 119], privacy policies [58], and content moderation practices and challenges
[8, 50, 51, 94], often employing quantitative methods to analyse these aspects on a large scale.
However, there exists a notable gap in the literature, specifically in providing an understanding of
the key stakeholders that make Mastodon work: the perspectives and experiences of Mastodon
instance operators. This insight is critical for us to understand how these key network administrators
experience this alternative form of social networking online, and to identify the labour and support
required to sustain community building and well-being in these emerging decentralised spaces. To
address this gap, in this paper we interviewedMastodon administrators to provide an understanding
of their motivations for transitioning to Mastodon, and their real-world experiences and challenges.
We first conducted a pre-study survey with 33 respondents for a broad perspective, and then

followed up with semi-structured interviews with 16 participants. By doing so, the study seeks to
shed light on the often-unseen efforts behind maintaining such platforms, and how these efforts
contribute to the broader landscape of decentralised social media. More specifically, we asked the
following research questions:

• RQ1: What motivated Mastodon administrators to establish and maintain their instances,
and what are their perceived key benefits of decentralised social media?

• RQ2: What are the key challenges faced by Mastodon administrators in managing decen-
tralised social media instances, and how do these challenges impact their experience?

• RQ3: What strategies do Mastodon administrators employ to navigate the challenges associ-
ated with decentralised social media management?

• RQ4: Based on their experiences and needs, what improvements and prospects for Mastodon
and decentralised social media do Mastodon administrators identify?

Our research offers a systematic and qualitative examination of Mastodon administrators’ experi-
ences, shedding light on the unique challenges and opportunities arising from the decentralisation of
social media. These insights are crucial to understanding the long-term sustainability and destiny of
these decentralised platforms; will they grow and eventually replace their traditional counterparts,
or will they co-exist with them (and if so, for what purposes), or will they disappear entirely? We

1The company, originally Twitter, rebranded as X in July 2023; we refer to it as Twitter/X for clarity.
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find that decentralisation empowers users with greater control, yet intensifies the burden of man-
agement. Key findings reveal three primary motivations for administrators: creating safe, inclusive
environments; offering personalised, algorithm-free user experiences; and enhancing users’ privacy.
However, these benefits are counterbalanced by increased challenges and responsibilities, such as
user adoption, content moderation, and managing power dynamics. Our findings underscore future
opportunities and key considerations for improving Mastodon and related technologies, which
have significant implications for the development of decentralised, citizen-powered social media.

2 Background
2.1 Centralised Social Media Platforms
Online social services have evolved significantly since their inception. Initially, platforms like Usenet
[52, 72], established in 1980, exemplified a decentralised approach to online social interactions.
Usenet operated as a distributed network, without a central server or administrator, facilitated the
free exchange of ideas while limiting content moderation enforcement [91]. Over time, the internet
oversaw a shift towards centralisation, exemplified by platforms like Twitter and Facebook, which
consolidated control over user interaction and data [54].

Content moderation has become one critical challenge for the centralised platforms, particularly
concerning fairness and transparency [44]. The algorithms behind these platforms can inadver-
tently perpetuate biases [9, 103], resulting in an under-representation of diverse communities and
hindering community building and diverse interactions online [110]. While centralisation allowed
for the use of sophisticated algorithms for content curation and recommendation, enhancing user
engagement, they also give rise to concerns about algorithmic manipulation and the formation
of echo chambers [25, 100]. Algorithmic manipulation is shown to potentially exacerbate filter
bubbles [38, 65, 96, 122], restricting users’ exposure to diverse viewpoints and yielding polarisation.
At the same time, the rise of monetisation and advertising practices of private companies has

led to the prioritisation of profit over user experience, inundating users with intrusive ads and
incentivising clickbait content [63, 76]. As a result, centralised platforms can amass vast quantities
of personal data, posing risks to user privacy [20, 56, 66, 75], and raising questions about data
autonomy and transparency [39, 98, 115, 124]. Furthermore, the lack of interoperability [15] between
platforms could limit user choice and data portability [59], hindering the ability to switch platforms
or merge data from various sources.

Marginalised communities face particularly heightened vulnerability on centralised social media
platforms. Prior work has highlighted content moderation policies on these platforms are often
inconsistent [87–89] and disproportionately target marginalised communities [49]. Studies have
found that user groups such as political conservatives, transgender individuals, and black people
experience more frequent content and account removals [48]. This, coupled with the prevalence of
harassment and hate speech on these platforms, creates unsafe environments, silencingmarginalised
voices [79, 82, 111, 126]. Finally, privacy and safety concerns, such as data breaches and misuse of
personal information [14, 40, 47], can often have dire consequences for LGBTQ+ individuals, in
particular who may not yet be out about their identity [46, 85, 92].

2.2 The Potential of Decentralised Social Media
Decentralised social media represent a paradigm shift in the realm of online communication
[5, 10]. Unlike their centralised counterparts [68] that are mostly governed by a single private
entity, decentralised platforms operate on distributed or federated networks and protocols [30]. In a
decentralised framework [45], the control over data, content moderation, and network infrastructure
is dispersed among a multitude of nodes or participants, reducing the dominance of any single
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authority [69, 70, 112]. This alternative structure can foster a sense of user ownership and autonomy,
offering an alternative approach to online interactions [121, 125].
Contrary to a centralised platform, a decentralised social media network is connected by a

common protocol, thus users are not tied to a single hosting server, allowing them to be connected
across the network. One notable example is the Fediverse [70], underpinned by the ActivityPub [113]
protocol. Other platforms, e.g. diaspora* [2] and HubZilla [3], also explore alternative protocols for
various purposes, with or without bridges to the fediverse. Prominent decentralised platforms in
the fediverse encompass microblogging services like Mastodon [77] and Pleroma [93], along with
video-sharing platforms such as PeerTube [90]. Notably, Elon Musk’s acquisition of Twitter [27]
further accelerated the surge in popularity of the Fediverse, leading to a substantial migration of
Twitter/X users to these decentralised platforms [60, 118].

Numerous studies have examined the design and structure of decentralised social media platforms,
especially Mastodon. Zignani et al. [119, 120] analysed Mastodon’s physical architecture and
instance-level evolution and how the design has been facilitating user connection. La Cava et al.
[70] similarly explored connections between Mastodon instances. Beyond social networking, Doan
et al. [33] assessed the performance of a decentralised video streaming application. Raman et al. [94]
examined re-centralisation challenges for decentralised social media. These studies characterise
key technical elements of decentralised platforms. Moreover, recent research sheds light on these
platforms’ potential to protect privacy [109]. In essence, decentralised social media has the potential
to offer solutions to various problems pertinent to centralised platforms and address concerns
at large [74]. In the following section, we will introduce Mastodon as an example to explore the
possibilities of decentralised social media.

2.3 Introduction to Mastodon
Mastodon, introduced in 2016, represents a pivotal development in the landscape of decentralised
social media platforms [17, 94]. As one of the largest and most popular Fediverse projects [1],
Mastodon challenges the conventional centralised social media model by embracing user autonomy,
data ownership, and community-driven content moderation principles [125]. Mastodon operates
on open-source software and relies on a federated network comprising independently administered
servers known as “instances” [78], interconnected through a standard protocol, ActivityPub [113].
These interconnected instances facilitate seamless interactions among users while retaining local
moderation authority. As the decentralised social mediamovement gainsmomentum [55], Mastodon
emerges as a prominent case study worthy of examination within the broader discourse on the
future of social media.

2.3.1 Content Moderation and Governance. Content moderation represents a vital aspect of online
social platforms. Facebook and Twitter employ hierarchical, commercial content moderation sys-
tems with paid moderators, adhering to a universal platform policy [43]. Unlike most centralised
platforms with top-down content governance mechanisms [97], Mastodon adopts a decentralised
model [8, 50, 51] where local instance administrators (and selected moderators) play a key role
in content moderation and determine moderation rules (e.g., community guidelines) for their
respective instances [125].
Content moderation has been extensively researched for centralised platforms, such as Reddit.

Both Mastodon and Reddit are community-driven social platforms [34], and focus on fostering
smaller, more niche communities. Hwang and Foote [57] have shown that small online communities
play unique roles in providing specific informational and interactional spaces. Reddit utilises a
mix of official platform policies and volunteer moderators within its sub-communities (subreddits)
for localised governance [23, 37]. In contrast, Mastodon operates with greater decentralisation,
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where independent servers (instances) follow a shared covenant [4] without a central authority,
resembling Reddit’s structure of autonomous sub-communities but with more independence [84].
Comparing Mastodon and Reddit, Nicholson et al. [84] showed that Mastodon’s community

rules prioritise addressing harassment and hate issues more than those on Reddit, potentially
due to issues encountered on other platforms and reflecting insufficient support for instance
administrators. Extensive prior research has also explored moderation challenges on Reddit. For
example, Gilbert [42] identified that visible moderation is often perceived as censorship and reflects
default masculine whiteness, which complicates fostering empathy and inclusivity within the
community. However, while prior research has proposed design frameworks for decentralising
platform power in content governance [24, 61], few empirical evidence examines downstream
impacts across different user groups on decentralised platforms.

2.3.2 Feed Control and Agency. Social media feed experiences have become concerns within
centralised platforms, where proprietary algorithms often prioritise content for user engagement
and profit, potentially perpetuating issues such as biases and echo chambers [13, 25]. In contrast,
Mastodon feeds differ from other social media platforms primarily in their non-engagement-based,
strictly reverse chronological content presentation [36]. This approach allows users greater control
over their feed content, aligning content directly with their chosen networks and interests rather
than algorithmically suggested posts. Mastodon uses a non-profit financial model, relying on grants
and crowd-sourced funds rather than commercial monetisation strategies [12, 78]. While this
approach allows better alignment with user interests, it could limit resources available for creating
refined, widely appealing experiences [21, 36].

2.3.3 Data Privacy and Autonomy. Data privacy and autonomy constitute another pivotal consider-
ation for social media platforms dealing with user data. Centralised social media platforms collect
and track vast amounts of user behaviour data to sustain their advertising and content targeting
business models [31, 106, 123]; as a result, they offer limited privacy options and could expose users
to privacy violations [95], data breaches, and potential forms of data misuse [73, 80, 104]. In contrast,
Mastodon disperses data across numerous independent servers rather than centralising it in a single
entity [45, 78], reducing the risks of mass data collection and misuse, as no single server holds
extensive information about all users. Being open-source and community-driven, Mastodon enables
server administrators to tailor privacy policies aligning with individual or collective community
principles [58].

2.3.4 Challenges for Decentralised Social Media. Moderation and governance pose a major chal-
lenge for decentralised social media. The growing popularity of the Fediverse challenges adminis-
trators with increasing moderation burdens, especially in larger instances [51], and users are reliant
on the administrative team behind each instance [5]. While instance-level control allows tailored
content moderation policies aligned with community needs, the inconsistencies and inefficiency
may undermine inclusivity and safety as the user base scales [50]. Instance-based moderation in
decentralised platforms could result in “collateral damage,” where non-harmful users are blocked
due to the actions of a few, potentially leading to user dissatisfaction and attrition from the platform
[51]. Moreover, while decentralised platforms provide opportunities for customised privacy policies,
recent research showed a prevalent use of the same generic policy texts, prompting concerns about
the alignment with user preferences, and the challenges of coordinating policies across diverse
communities [58]. Prior research [94] indicated that while Mastodon sees active engagement across
diverse instance types, it faces pressures of re-centralisation. Additionally, there is a growing need
for research into distributed AI methods to enhance moderation and address potential threats from
other nodes [81]. Recent research showed that decentralised social media platforms struggle with
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managing illegal content, specifically child sexual abuse material (CSAM), due to the challenges of
adapting traditional safety tools designed for centralised networks to their unique, decentralised
architectures [107].

3 Methods
The study began with a pre-study survey, followed by semi-structured interviews with 16 Mastodon
administrators across 7 countries (USA, Australia, Costa Rica, Germany, The Netherlands, France,
and Canada), to obtain exploratory insights into the overarching experiences of Mastodon ad-
ministrators. We aimed to understand participants’ motivations, challenges, strategies, and future
prospects for decentralised social media. The study took place between August 2023 and January
2024, and was approved by the Institutional Ethics Review Board at our university.

3.1 Participants Recruitment
To recruit participants, we visited the Join Mastodon website2 to send invitations and a preliminary
survey to instance administrators. We reached out to instance administrators covering a range of
general topics, as well as those focusing on supporting marginalised and stigmatised communities.
We also posted general recruitment advertisements on social media platforms. Alongside this, we
employed snowball sampling, recruiting a few participants from the recommendation of participants
who had taken part in our study.

In the preliminary survey, respondents were asked if they were willing to proceed with our
interview phase. Those who agreed were contacted via email to schedule an interview session.
We successfully scheduled and conducted interviews with 16 participants. In preparation for the
interview, participants were sent an information sheet and a consent form, which they needed to
complete and return before the interview could take place. Once we received their consent, we
conducted remote, semi-structured interviews over Zoom. These sessions were audio-recorded for
analytical purposes, with the consent of the participants.

3.2 Preliminary Survey
We had a total of 33 respondents completed the 15-minute preliminary survey. This survey was
designed for the recruitment of semi-structured interview participants and to facilitate preparation
for the interviews. This survey enabled us to determine whether prospective participants met the
inclusion/exclusion criteria. To participate in our study, participants must be at least 18 years old
and administer at least one Mastodon instance. Further questions from the survey permitted us to
obtain contextual details about prospective participants, including the length of time they have
been an administrator, the number of local users within their biggest instance and the intended
topics of their instances. Additionally, we asked open-ended questions, including their motivations
for starting the instance, the values underpinning the instance, their challenges of administering
the instance, and views on the future of decentralised social media. The survey provided a sufficient
sample for gathering initial perceptions and informed the design of our follow-up interviews.

3.3 Semi-structured Interviews
We conducted semi-structured interviews with 16 Mastodon administrators, who consented to
participating in the interviews and met all our recruitment criteria. Table 1 details the demographic
information of the interview participants. We received a diverse sample composition with instance
topics including General, LGBTQ+, Disability, and Activism. In the interviews, we delved into
participants’ experiences as an administrator for their Mastodon instance(s). We started by asking

2https://joinmastodon.org/
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Participant ID Topic of instance Number of instance users Tenure of instance administration Continents of instance administrator
P1 LGBTQ+ 100 - 999 6 - 12 months Oceania
P2 LGBTQ+ 1,000 - 9,999 More than 12 months North America
P3 LGBTQ+ 1,000 - 9,999 6 - 12 months North America
P4 LGBTQ+ 100 - 999 6 - 12 months North America
P5 Disability 10 - 99 More than 12 months Europe
P6 LGBTQ+ 100 - 999 6 - 12 months Europe
P7 General Over 100,000 More than 12 months Europe
P8 General 10,000 - 99,999 More than 12 months Europe
P9 LGBTQ+ 0 - 9 6 - 12 months North America
P10 General 10 - 99 More than 12 months North America
P11 LGBTQ+ 10 - 99 6 - 12 months North America
P12 General 1,000 - 9,999 More than 12 months Europe
P13 Activism 1,000 - 9,999 More than 12 months North America
P14 General 100 - 999 6 - 12 months North America
P15 General 10,000 - 99,999 More than 12 months North America
P16 General 1,000 - 9,999 More than 12 months North America

Table 1. A summary of participants along with basic information about the communities they support.

their motivations for setting up their Mastodon instance. Subsequently, participants were prompted
to reflect on the challenges associated with running the instance. After that, they were prompted to
elaborate on the strategies they employed to address ormitigate such challenges. Finally, participants
were invited to share their thoughts on potential improvements and future prospects for Mastodon
and decentralised social media. On average, each interview session lasted for 1 hour. Each participant
was compensated with a £12 Amazon.com gift card to thank them for their time and participation
in both the survey and interview components of the study.

3.4 Data Collection and Analysis
We transcribed the audio recordings of the interviews and stored the transcripts in a password-
protected folder on the university system. All personally identifiable information has been redacted
in the transcription to protect the privacy of our participants. We conducted a grounded, thematic
analysis on the transcripts [11, 16, 18, 19]. The thematic coding process started by dividing the
transcriptions into two equal-sized sets. Two authors independently analysed the first set of the
transcription to derive an initial set of codes. They then met to consolidate codes into a common
codebook, with a Cohen kappa of 0.92. The first author then used this codebook to code the
remaining set of transcription. As this is an exploratory study, the sample we reached out has
provided a good range of themes relevant to the scope of our study. Given the exploratory nature,
our primary focus is to gain an in-depth qualitative understanding of the experiences, perceptions
and barriers faced by Mastodon administrators. Therefore, rather than pursuing a large-scale study,
we believe the sample size is sufficient to meet the objectives of this research.

3.5 Research Ethics
This study was approved by the Institutional Ethics Review Board at our university. In Table 1
we listed continents instead of countries to safeguard the anonymity of participants while still
providing valuable geographical context. By opting for continent-level description, we seek to
maintain the integrity of the data while reducing the potential for inadvertent re-identification of
individuals within specialised communities.

4 Results
4.1 Motivations for using Mastodon and Launching the Instances
4.1.1 Creating a Safe and Inclusive Online Space. The main motivation for most participants to
transition to Mastodon, from traditional social media, is to feel safer online and better supported
for their identity and by their community. A lot of these feelings stemmed from marginalised and
stigmatised communities, such as LGBTQ+, disability, and activism communities, who expressed
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having faced harassment and feeling a lack of safety and representation on traditional platforms.
For example, P13, admin of an instance with the topic of activism in lifestyle, shared their past
experience of encountering harassment on traditional social media platforms. They mentioned
receiving disturbing images when they posted anything publicly with an activism message, while
little moderation actions would be taken; in contrast, on their Mastodon instance, they had more
opportunities to “ban that user because they’re not welcome on our server.”, which made them feel
that they “would have some place that we feel safe”.

The majority of the participants expressed that their need for a safe space is largely attributed to
traditional platforms’ insufficient support for diverse user values and identities. For example, P2,
an LGBTQ+ instance admin, shared the following:

I already do not feel safe or comfortable with Twitter3 as a platform [...] You know, all the social
media platforms are global, or at least nearly global, but they try to serve the lowest common
denominator, so they are unlikely to make moderation decisions that could alienate a large
portion of their user base. (P2, LGBTQ+)

Participants’ sentiment was echoed in the language they used; many referred to their Mastodon
instance as a “home,” “bubble,” “island,” or “haven,” underscoring their deep sense of safety and be-
longing within their instance, a priority repeatedly emphasised by many participants, as articulated
below by P4, an LGBTQ+ instance admin:

[I moved to Mastodon] because when I was on Twitter, I noticed that there was a hostile
environment towards minority communities. So when I started my Mastodon server, I wanted
to be sure that this is a safe space for LGBTQ+ people and minority communities. It’s an open
place for everyone while you respect (others) and don’t engage with hate speech and things like
that. It’s intended to be a safe space. (P4, LGBTQ+)

Participants highlighted that fostering safer, more inclusive spaces on Mastodon enables mar-
ginalised users to discuss aspects of their identity that they might otherwise feel unsafe or uncom-
fortable doing so on traditional platforms:

It (Mastodon) has been a welcoming space where I can feel more free to be myself. By that I
mean, I can talk more about my personality, I can talk more about my struggles that I have on
other social media, I can talk about my marginalised status, you know, as somebody who is
queer, somebody who is trans, somebody who is polyamorous. (P2, LGBTQ+)

A large number of participants also highlighted that safety was also associated with Mastodon’s
features of allowing admins to customise moderation according to their community needs. For
example, as P2 shared, “Facebook might say, we’re not going to ban somebody because it’s going to
reduce the number of users and we’re focused on growth. In contrast, Mastodon allows admins to
employ a different moderation strategy that is more customised to their community needs [...] We
make a decision on behalf of our members, and we try to focus on who will be the most harmed, as
opposed to what decision will give us the most people.”

4.1.2 Empowerment Through Mitigating Algorithmic Manipulation. Another main motivation for
many of the participants to transition to Mastodon is to avoid algorithmic manipulation associated
with traditional social media platforms. For example, P13 shared that,

I didn’t like the algorithms on Reddit, Facebook, or Twitter. It seemed like you would have to
fight a lot against them in order to build an audience and to generate discussion or get anything
done [...] I really wanted to get away from the walled garden of Reddit and the algorithms that
control what gets attention and what doesn’t [...] I find that social networks are meant to be
addictive. They try to keep people’s attention [...] I just see them as like addiction machines to
produce financial gains for the companies. (P13, Activism)

3Despite the company’s recent rebranding to X, many participants used the familiar name, Twitter, during the interviews.
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To the contrary, P13 preferred Mastodon as “a system where server administrators are disincen-
tivised from launching advertisements or predatory algorithms.” P1 (an LGBTQ+ instance admin)
described that “one of the benefits (of Mastodon) is there’s no algorithm to keep you on for as much
time as possible. It’s what you follow is what you see.”
Many participants compared Twitter/X and Mastodon’s timelines and pointed out that they

preferred Mastodon’s timeline for its algorithm-free experience and better usability:
(On Twitter/X) the amount of advertisements were increasing [...] they just started injecting
more and more things that wasn’t something I was following [...] So, Mastodon is kind of a nice
reset to how Twitter used to work, where people would post things and you see their posts and
there wasn’t really any advertising or a bunch of suggestions and algorithms and things being
shown that you don’t really care about necessarily. (P11, LGBTQ+)

More specifically, many participants mentioned that they preferred the ability to control their
social media timeline, instead of being pushed by complex recommendation algorithms:

I really don’t want there to be some algorithm that I don’t understand. That is controlling what
lands in my feed. I would much rather be in control of that and to be able to say things like no
boosts from this person. And that level of control of my timeline is very pleasant. (P16, General)

Some participants shared that an algorithm-free system such as Mastodon enables them to have
better social interactions, while platforms with complex recommendation algorithms could inhibit
meaningful engagement:

They (algorithms) seem to inhibit engagement more than enable it in my experience [...] the
algorithms are limiting, and favouring other things [...] Mastodon system doesn’t use algorithms.
It uses human interest and gestures to federate content [...] It is more effective than algorithms.
(P14, General)

In addition, a few participants mentioned how the algorithms could affect their digital mental
health, for example, P1 shared ”since I have ADHD, it’s pretty easy to be addicted to things [...] it
(algorithm) is just not good for my mental health.”

4.1.3 Advocacy for Data Privacy and Autonomy. One last issue commonlymentioned by participants
is the concern with their data privacy on traditional social media platforms, for example, how their
data may be misused, shared with third-party platforms, or how some of their sensitive posts may
be promoted to the public or friends unintentionally, as mentioned by P2 in the following:

A centralised social media platform does whatever it can to gather as much data about a user as
possible, including purchasing them from third-party sources [...] It’s much easier for a company
like Twitter to associate your accounts together. Twitter knows that you have accounts A and
B. The problem is part of the algorithm is on larger social media networks will do things like
recommend your private profile to your public, friends and family because they know that it’s
you for both of those accounts. And you might not want that. (P2, LGBTQ+)

This data sharing and insufficiency of privacy can be particularly worrying for users from
marginalised communities. For example, P5 (admin of an instance focused on disability) mentioned
how such data sharing prompted their Facebook and WhatsApp abandonment due to privacy
concerns: “I stopped using Facebook since they acquired WhatsApp. The sharing of information
between the services is a problem for me to know that they are using my phone number to target
me in other services [...] this is not acceptable for me.”
Many participants find decentralised social media can better support their data privacy and

autonomy, for various reasons, including the ability to 1) decide how their data is managed, e.g.
“everyone can start up their own server, so they have total control over where their data resides”
(P7, General); 2) choose where their data can be stored, as mentioned by P14, who emphasised
the importance of selecting a GDPR-compliant jurisdiction; and 3) freely transfer data and social
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connections from one platform to another, for example, as described by P4, “You cannot take your
connections with you (on traditional social media) [but] the Fediverse and Mastodon is better for
autonomy. Because I can bring all my connections, like my followers, and people they follow to a
different place.”

4.2 Challenges related to Running a Mastodon Instance
4.2.1 User Adoption and Community Building Challenges. Many admins shared that, decentralisa-
tion as a new concept could be difficult for users to understand, which hinders adoption. As P7
shared, “They don’t understand the concept. Sometimes they don’t understand what is a server?
Why are there different servers? Which one should I pick? For some users, that’s just too much.”

This learning barrier made it difficult to onboard new users, especially those without sufficient
technical background, as P5 shared, "There are a lot of people argue that’s too complicated [...] It’s
a problem with a nerdy software like Mastodon [...] when it comes to (novice) users that are new
to a network like that, it can be intimidating."

Simultaneously, another major challenge mentioned by many participants was that, since many
Mastodon instances are often new and small in the number of users, the amount of content on
these instances could be sparse. As a result, a new user on an instance would often find their home
feeds too “empty” and fail to provide a sufficiently engaging experience for many users. As P4
shared, “The users feel like it is empty. They feel quiet, like, nobody is here”.
In addition, there are barely any recommendation algorithms on Mastodon to suggest content

and engage users. While this may appear as a positive consequence for some, others who are
already accustomed to traditional social media platforms could feel Mastodon is too bland and
lacks engaging content:

Platforms like Twitter and Facebook are really good at recommending nice content because they
want users to be engaged [...] Sometimes users can feel that Mastodon is not as funny as, or as
engaging as, Twitter, Facebook or whatever. I think that that’s a big challenge. (P4, LGBTQ+)

A few participants mentioned that trust can be a further barrier to user adoption of a citizen-run
platform compared to platforms run by established organisations or companies. For example, as P4
shared, “Twitter or Facebook have to comply with laws [...] you trust those companies because the
governments are watching them. But how can someone trust me because I am a small operator
over the internet? And I think that’s a challenge [...] users have to trust someone, and they don’t
know who is trustworthy and who is not.”

4.2.2 Moderation and Governance Challenges: Balancing Individual and Community Needs. A dom-
inant challenge mentioned by all participants was the complexities of content moderation and
community governance. While Mastodon empowers admins to customise moderation for their
community, we observed a range of complex challenges that an admin must navigate in order to
ensure the identity and plurality of the community are well respected.
To begin with, while admins now have more autonomy to control the content posted on an

instance, most of them often mentioned the increased challenges related to balancing between
freedom of speech and creating a safe, inclusive environment within the instance:

Sometimes when we do moderation, a user might say what they posted wasn’t so bad, or we’re
censoring their political views in some way. For example, there are different political views on
things like COVID vaccines. People might post an essay that is sceptical of COVID vaccination.
And we have to moderate against such things because this can be some sort of public health
issue to spread misinformation. But these are political views. Censoring these things can be a bit
beside our position, or it might be a bit arbitrary. (P13, Activism)
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Furthermore, “creating a moderation policy that everybody likes” can be challenging, as P13
shared. For example, when they received a suggestion to moderate against fat phobia in the
community, they felt this was challenging, as many members of the community often discuss
weight loss and diet benefits, which could inadvertently alienate people who experience fat phobia.
Implementing rules against such behaviours requires careful consideration, as it involves balancing
the need for a safe, inclusive space with the risk of penalising otherwise rule-abiding users.
In addition to moderating the content within their instances, many admins mentioned the

challenge they had to face when having to moderate content from other instances. While it may be
straightforward to forbid content from disruptive instances, such a decision is often more nuanced
and requires a careful balance between openness and safety. For example, as P11 (an LGBTQ+
instance admin) shared, “Even though there are servers that have bad people on them, there are
also LGBTQ+ members on those servers. So if we just blocked those servers, then we’re cutting off
members of the community.”
The issue is further exacerbated when instances have different content moderation policies,

varied values and community development maturity. The latter could particularly affect the clarity
of the content permitted on an instance, and may lead to misaligned expectations of what content
is appropriate on one instance versus another. Many admins found this lack of coherence could be
difficult to manage rule incompatibility across Mastodon instances, as P6 shared,

Some instances have stricter rules, and some have looser rules. If the rules are too loose, we have
to consider if this instance is too incompatible with us? [...] And if they’re too strict, we have to
find the middle ground [...] So the difficulty is finding the middle ground between those rules,
figuring out what’s acceptable, maybe even talking to the admins of that instance. (P6, LGBTQ+)

Finally, some participants have concerns that when Mastodon admins have more control over
their instances, this control can come with more power and responsibility. Participants are worried
that some admins have the risk of abusing the power and making moderation decisions that can
negatively impact both members of their instances and people in other instances:

There have been a few high-profile instances that had rough members of their (moderation)
team [...] (their admins) being super too proactive with server bans, and they decided to block
the entire server [...] Those experiences have been extremely tough for both users on those
instances, as well as people on our instances who are friends with people on those instances [...]
It is a risk to have so much power in hand. (P11, LGBTQ+)

4.2.3 Burdens for Administrators. Many admins mentioned how they are now facing increased
burdens of addressing scams and verifying claims on Mastodon, as mentioned by P7: “There’s a
lot of people trying to scam you on Mastodon [...] That’s a very difficult situation because you
don’t want your users being scammed, but you also don’t want to block users who really are in
difficulties and need money.”

Several participants also mentioned the stress and psychological impact of moderation. Currently
a majority of the moderation is done manually, which could be tedious and stressful for the
moderators. In addition, there is a risk of being exposed to harmful content. For example, P4 shared
how the process of moderating harmful content could be traumatic for the moderators: “I was
exposed to the content of child abuse. And it was a hard day.”

A few participants mentioned things can get personal, andmoderators can experience harassment
because people know who is moderating. As P2 shared, “Since people know who was doing the
moderation, they can form a lot of opinions based on your personal postings. And they can also
individually harass you by that.”
Furthermore, a small number of participants mentioned legal and compliance issues that are

unclear for running a citizen-powered platform, as P4 shared,
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How do you identify very bad servers legally? Like servers that host child pornography, for
example, you cannot look for that. I want to find those servers so I can block them, but that could
be an illegal activity. It depends on your jurisdiction. [...] It’s a challenge because I’m not an
expert in law. So I’m not really sure what are my legal implications in my country. (P4, LGBTQ+)

4.2.4 Navigating New Ways of Privacy Protections. A few participants mentioned minor concerns
regarding data privacy, mostly surrounding uncertainty of where the data ends up, and how to get
rid of it:

I know that there’s no one central repository of data about a user within the fediverse [...]
Content is disseminated via the federated connections that your server has and then cached or
downloaded and stored on many different servers [...] You don’t know where your information
ends up, and you can’t get rid of your data because it’s everywhere. (P10, General)

Regarding privacy policies, most participants indicated that they either retained the default
policy, made only minor modifications, or adopted policies created by others. While this approach
may deviate from one of the core principles of decentralised social media, which provides the
flexibility to customise privacy policies for each instance, many participants seemed uncertain how
much their users may be interested in reading the details of privacy policies:

I don’t think I modified anything with mine. I just Googled a few other instances that have
privacy policies, and that’s basically where I got it from [...] I can probably guarantee you, not a
single one of my users have actually gone there to check the privacy policy. It’s not something
that people just genuinely do. Unfortunately, you know, they often don’t read the privacy policy.
(P3, LGBTQ+)

4.3 Strategies for Running a Mastodon Instance
4.3.1 Prioritise Quality over Growth: Keeping Instances Small. A prominent theme, especially
among participants who manage instances for marginalised or stigmatised communities, centred
on their approach of prioritising the quality of the instance over its growth. Many participants
mentioned that they would rather keep their instance small4 to cope with the content moderation
and governance challenge:

I think content moderation is just a hard problem in general. I don’t think there’s a quick fix
for it. I think the best way to do it is to have a small enough community that you kind of know
everybody or at least kind of recognise them by name. And you can trust them to not be like bad
actors or doing something in bad faith. (P9, LGBTQ+)

And to ensure a safe and friendly community:
It (my instance) was a smaller, more cosy space [...] It doesn’t have as broad of a reach so the
people who choose to be there understand the community [...] (Being small) would eliminate trolls
[...] Smaller communities, decentralised communities, overall do a much better job of moderation
and protecting their users [...] We can be reactive to our small community, as opposed to a very
large community. (P2, LGBTQ+)

Some participants believe that small instances are better aligned with the nature of decentralised
networks, which permits more flexibility to cater for the needs of representing diverse identities,
communities, and values:

I want to keep it simple and small. Because when the instance grows, your responsibilities are
growing [...] It’s the nature of decentralised networks. The idea is not to have one or two big
instances. The idea is to have thousands, maybe someday millions of instances, each with a small
number of users. Because it would show how diverse the world is with many people in the many
topics out there. (P5, Disability)

4the definition of being ‘small’ can differ between different participants, ranging from several to thousands of users.
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A few believe that a smaller space can lead to a more rewarding social networking experience,
which can provide a suitable alternative for many who struggle to secure an affirmative experience
on large platforms:

If you go to a party, and there are 1,000 people, you’ll never have an idea about who to talk to.
But if you go to a party, and there are 10 strangers you’ve got, there are more chances that you’re
going to interact because there you have less choice of people to interact with. And you might
actually get a lot more out of it than you would at the larger party. And I think that could be an
analogy to Twitter versus Mastodon. It’s a smaller space. (P3, LGBTQ+)

4.3.2 Collaborative Content Moderation. Many participants indicated the presence of a dedicated
moderation team within their instances. These team members are usually selected from the active
user base, who are often more acquainted with the community dynamics and recognised by fellow
members. These factors enhance their suitability for contributing positively to the community.

Some others described intentionally creating a diverse team of moderators with varying language
abilities, cultural backgrounds, and geo-location distributions to achieve more effective content
moderation:

Our moderation team right now has about 10 people. The moderation team covers a variety of
perspectives and also covers a variety of time zones. We try to have good coverage where we
can. Using the Japanese moderator as an example, we explicitly brought them on board because
we felt the need for Japanese-specific moderation for cultural context. (P2, LGBTQ+)

In addition, some participants expressed that appointing moderators requires a significant level
of trust. As P9 shared, “It would be people that I’ve either met in real life or have talked with, known
long enough that I can sort of totally trust them [...] like someone I would give my passwords to,
someone I totally trust.”

However, when asked about how they communicate and collaborate with their moderation team,
many sought to use separate software. For example, some preferred using “discord separate of
the mastodon instance” (P2) for moderation team communication due to the absence of sufficient
communication functionality on Mastodon.
In addition, most participants find it helpful to engage citizens of the instance in moderation

by receiving reports from them: “I would prefer that more people report issues as they see them”
(P2). Many participants further mentioned collaborations and communications with admins from
other instances for “continuously communicating or helping each other”(P4). Most participants
prefer a collaborative moderation style of outsourcing the moderation responsibility to mitigate
their burdens. They receive help from their moderation team, instance members, and friends and
allies from outside their community.

On the other hand, another motivation for doing collaborative moderation is to make sure that
the moderation decisions are more democratic and to avoid personal bias and “dictatorship”:

Not having other people to help me make tough moderation choices, I guess, is the hardest part
and leads me towards wanting to grow the governance so that when decisions are made, they’re
not made by a single person [...] It is like a mini dictatorship, a benevolent dictator, and it’s me.
And so there are two (moderators) because I didn’t like the idea of a dictator. (P14, General)

4.3.3 Proactive and Reactive Moderation. Some participants mentioned that they take a proactive
moderation style to prevent harmful content before it could reach their instance. For example, P2
shared, “We choose to be proactive, as opposed to waiting for harm. We will work to block those
people when we find them, as opposed to only waiting for people to report them.” Furthermore,
these proactive admins often exhibit a heightened sense of autonomy, driven by their commitment
to ensuring the safety of their instance:
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I am the governor of my own Mastodon instance. And like I said, it’s not a democracy. I think
the biggest problem is a lot of people want to treat some of these private things like democracies,
but they don’t have to live here and no one’s forcing them to live by my server. So you know,
it’s my rules. (P3, LGBTQ+)

While being proactive in moderation has the benefit of enhancing the safety of the instance,
it could potentially impede openness and receive criticism. P2 shared their experience, “We’ve
had people explicitly get angry for both themselves and on behalf of other people, saying that
we’re being exclusionary, we’re being overbearing, we are moderating above and beyond what we
should.”

Some admins prefer to take a reactive approach to moderation and rely more on user reports. For
example, as P8 (a general instance admin) shared, “We do not make any prior moderation. We do
not do active moderation. We moderate when we receive signals from users. So the user base helps
us in that way. They are the ones who see issues or problems with some messages or interactions
and signal them to us.”

4.4 Improvements and Future Prospects
4.4.1 Supporting Users with their Onboarding Process. A major theme of improvements mentioned
by participants is user onboarding. Participants shared several possible options they would like to
see for enhancing the user onboarding experiences, including “getting-started wizards”, “starter
kits”, and “tutorial system” to help a new user get familiar with the platform. For example, P1
shared, “Having a getting-started wizard when you make an account on a Mastodon server that
kind of holds your hand through it can be pretty useful.”

4.4.2 Supporting Content Discovery with Customised Algorithms. For the challenge regarding
Mastodon being too “empty,” a few participants are devising their own solutions, such as manually-
curated social media feeds (P15) or creating specific algorithms for the community (P13). P13
utilised the open-source feature of Mastodon and developed an activism-focused algorithm, which
analyses names and bios for activism-specific indicators and then boosts content from these users,
creating an activism-centric feed. This approach can potentially help new users find engaging
content, fostering a welcoming and relatable environment for community members without relying
on complex sentiment analysis.

However, many participants expressed reservations towards opaque recommendation algorithms.
A few showed openness to transparent algorithms that are understandable and controllable by users.
As shared by P10, “I am open to the idea of there being some simple recommendation algorithms
added to the onboarding experience. I am wary as the more complex and opaque that gets, the
more pitfalls it gives rise to.”

4.4.3 Improvements for Effective Moderation Tools. Most participants mentioned the need for more
effective moderation tools. They have used tools like Discord bots for report handling and account
management (P1). In addition to that, many participants would like to have tools to help them
automate some of the manual moderation process, such as automatically detecting harmful content
or addressing user reports. As P4 shared, “I think it would be better to have more moderation tools
like detecting spam or hate speech [...] We could have a local engine that detects new content
similar to the ones reported in the past.”

In addition, a few shared their desire for a meta platform to assist themwith instancemanagement,
especially when the instance grows larger. As shared by P14, “I think a meta platform to help you
organise and govern your instance would be helpful to be able to handle larger moderation [...] A
meta platform to help people go from hobbyist to institution or organisation.”
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4.4.4 Prospects for the Future of Mastodon and Fediverse. Most participants believe that Mastodon
and similar federated social media will coexist with, rather than replace, traditional centralised
commercial platforms. They view Mastodon as a more privacy-conscious and ad-free alternative,
especially appealing to those disenchanted with the mainstream social media’s management
and user experience. Participants also note that Mastodon may not appeal to those aiming for
viral success, such as influencers or brands, due to its unique structure and community-focused
culture. Instead, it is seen as a haven for specific interest groups, including activists or individuals
seeking safe online spaces. There’s a sentiment that Mastodon may continue to be a specialised
tool, similar to “Linux in the operating system world.” Some speculate about the possibility of
commercial platforms adopting federated models or integrating with services like Mastodon to
improve interoperability. Yet, participants highlighted that Mastodon’s user onboarding challenges,
owing to its less straightforward interface and the complexities of its infrastructure and moderation
demands, may limit its growth compared to more mainstream platforms.

5 Discussion
5.1 Key Findings and Contributions
This study provides a systematic and qualitative examination of Mastodon administrators’ expe-
riences, offering insightful perspectives on the management of decentralised social media. We
uncovered three key motivations driving Mastodon administrators to establish and maintain their
own platforms, including creating safe, inclusive environments; offering personalised, algorithm-
free user experiences; and enhancing users’ privacy. However, these benefits are counterbalanced by
increased responsibilities like ensuring user adoption, striking a balance among diverse preferences
in content moderation, and adapting to new ways of managing data privacy.

While our findings resonate with previous research [41, 94], we observed a strong desire among
our participant administrators to foster cooperative and trusting relationships within their user
communities while addressing these challenges. Administrators have explored strategies such
as focusing on the quality of their instances rather than sheer growth, adopting a collaborative
approach to moderation to distribute the workload, and implementing proactive moderation to
preempt potential harms. At the same time, administrators are in urgent need of better support for
their community building and maintenance, while ensuring a cooperative and trusting community
relationship. These findings provide critical contributions regarding our understanding of the
challenges faced by Mastodon administrators, including those supporting many stigmatised and
marginalised communities; instead of relying on supports that focus on providing effective technical
performances, our findings indicate that we must consider the plurality of community values and
relationships when designing solutions for maintaining sustainable, citizen-powered, decentralised
social media platforms.

5.2 Safe Spaces and Content Moderation
The central motivation of participants to foster a safe and inclusive environment resonates with
evolving concepts of safe spaces [26, 64], and particularly with previous research exploring the
importance of online safe spaces for marginalised individuals and communities [7, 47, 71, 101, 105,
117]. The concept of “safe spaces” emerged as a salient groundwork organising tactic in the late
twentieth-century United States through the rise in feminist, queer, and anti-racist movements
[26]. Safe spaces, often through separatism, provide a level of respite from ongoing marginalisation
and physical, verbal, and emotional harms, while also creating space for community building
and collective activism [64]. Emerging research on online safe spaces on traditional social media
platforms, in-line with the findings of this study, highlight that cultivating and maintaining safe
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spaces often involves a combination of closed, small-size groups [35]; network separatism; avoiding
censorship; and community-centred and contextual moderation [7, 47, 86]. Unfortunately, safety is
often an ideal, yet not a concrete reality in online (and offline) safe spaces, particularly for multiply
marginalised people [64, 86, 101, 114]. Previous literature highlights how, even within online safe
spaces, social media can replicate and exacerbate intracommunity tensions and power dynamics
[114] and harm people at the intersection [28] of multiple marginalisations [86]. These forms of
intracommunity harm complicate content moderation approaches and highlight the necessity of
intersectionality in approaches to safety and content moderation on Mastodon instances.

Our findings highlight how some Mastodon instances are approaching such challenges through
intentionally forming diverse teams of moderators. However, greater attention is needed in future
work to the ways in which both inter- and intra-community harms are addressed and multiply
marginalised identities are supported on Mastodon, in-line with recent calls to start attending to
intersections of identity in HCI [102]. Beyond safety and inclusion, participants expressed values of
autonomy, privacy and self-determination, which aligns with previous literature on marginalised
users’ values and their misalignment with perceived values of mainstream social media platforms
[32]. This study highlights that Mastodon presents the potential to support such user values, yet
further consideration and support is needed to address anxieties over power dynamics in instance
moderation and governance, highlighted both through this study and previous literature on platform
governance [32].
Contrasting with previous research positing homogeneity in privacy policy adoption between

Mastodon instances [58], our investigations reveal a disparate application of moderation policies.
Despite superficial congruities in terms of service and privacy policies, our data suggest pronounced
divergence in moderation strategies. The query arises: Why is there such variability in moder-
ation strategies? The answer lies in their inherent diversity and the distinct expectations they
embody. This diversity is emblematic of the virtues of decentralisation, which fosters a spectrum
of moderation practices, including reactive and proactive methods, to engender environments
perceived as safe by their communities. While decentralised networks aspire to distribute gov-
erning authority more equitably, fostering grassroot community development [61], the ongoing
discourse on digital platforms highlights a significant issue — inconsistency and bias in moderation
as shown in the Reddit example [116]. However, inconsistency in moderation presents less of a
conundrum for smaller instances on Mastodon compared to larger digital conglomerates. The
smaller instances tend to have more distinct and clearly defined expectations, thus facilitating
a more cohesive community ethos. Conversely, in expansive platforms with a broad user base,
the plurality of values complicates consensus-building and user satisfaction. On the other hand,
within smaller instances, moderation may exhibit ‘bias’, but this is not inherently detrimental.
In the context of Mastodon, for instance, such ‘bias’ may actually contribute to the creation of
sanctuaries for specific communities. Administering a Mastodon instance thus requires a nuanced
understanding of community expectations, potentially leading to what might be termed ‘biased
spaces’. This contrasts starkly with centralised social media platforms, where the enormity and
diversity of the user base necessitate universal moderation policies, which, in turn, elevate the risk
of offensive content due to the sheer volume of interactions. While decentralised platforms offer
the potential for safer and more distinctive communities, the complexity of moderation in these
contexts underscores the need for a fresh, considered and discerning approach to governance and
community engagement.

5.3 Power Dynamics and Burdens
Our identification of the intricate power dynamics within Mastodon’s administrators and user
community resonates with existing literature [114]. Concerns are raised about the potential abuse

Proc. ACM Hum.-Comput. Interact., Vol. 8, No. CSCW2, Article 520. Publication date: November 2024.



Trouble in Paradise? 520:17

of power by Mastodon admins, who could wield significant control, risking detrimental moderation
decisions that affect their community members and beyond. At the same time, participant admins
highlighted a mutual desire for support and trust between admins and community members.
Administrators express a need for enhanced support mechanisms to effectively maintain the health
of their communities, establishing a robust system that not only addresses administrative challenges
but also fosters a cooperative and trusting environment and power dynamic. In fact, in our study,
participants have highlighted approaches they have taken to avoid unintentional authoritarian
control by engaging community members in decision-making. This involves selecting trusted
community members for the moderation team and encouraging user reports. Some admins also
engage with external allies, suggesting that a collaborative moderation approach could alleviate
the power imbalances in decentralised social media.
We argue that supporting these power dynamics should be carefully incorporated into any

support mechanism designs. While power dynamics has been extensively discussed in existing
social media literature [53], it has not always been considered in designing technical tools for
the community. For example, supporting content moderation on Mastodon should not be treated
as merely addressing administrative needs, but rather as doing so in a way that aligns with the
cooperative spirit of decentralised networks. Consequently, content moderation decisions should
not bemade in isolation but by a representative sub-community that authentically reflects the shared
values of the majority. Such approaches would ensure that the decision-making process is inclusive,
fair, and in line with the collective ethos of the Mastodon community. Avoiding the creation of
a power concentration is essential for maintaining the decentralised and collaborative nature of
Mastodon as a whole ecosystem, but may not homogeneously apply to each individual instance.
It is beneficial that future designs could be mindful about (mechanisms to support) balancing
between empowering administrators and distributing influence across the community. Considering
the varied needs and expectations of administrators and community members will ensure that
the platform evolves in a way that is inclusive, democratic, and aligned with the principles of
decentralisation.

Our study shows that Mastodon admins face burdens including the intricate task of moderating
digital communities without resorting to authoritarianism, aiming instead to enhance safety through
a calibrated mix of proactive and reactive strategies. This dilemma between community governance
and power centralisation has also been shown in other research [35]. Addressing this issue can
be challenging. While Dantec and DiSalvo’s research [29] indicates that participatory design may
aid in this process, though identifying the optimal approach still necessitates further investigation.
Nevertheless, the perception of authoritarianism on a few Mastodon instances often emerges as
an unintended consequence of proactive moderation strategies aimed at enhancing community
safety. This balancing act involves a constant learning process, as they navigate the nuances of
maintaining both community standards and the safety of their members, often without formal
training or prior experience. The endeavour is not to assert control but to protect, especially within
vulnerable communities, and to tailor governance mechanisms that foster safety and inclusivity. In
addition, our findings highlight the administrative challenges in managingMastodon as a networked
system [70, 94, 119]. While Mastodon’s decentralised structure allows individual communities to
establish their own rules and norms, this autonomy can lead to conflicts when interacting with
other instances with different policies. Balancing moderation across these diverse environments
often requires a nuanced approach to ensure openness and safety without isolating community
members. The challenge is exacerbated by instances at different stages of community development
and with varying content moderation policies, complicating the task of maintaining a coherent
network-wide standard while respecting local norms.

Proc. ACM Hum.-Comput. Interact., Vol. 8, No. CSCW2, Article 520. Publication date: November 2024.



520:18 Zhilin Zhang et al.

5.4 Design Implications for Decentralised Social Media
The multifaceted nature of the Mastodon platform, with its array of instances catering to a variety
of communities, underscores the inherent heterogeneity of society. This decentralised network of
social media mirrors the multifariousness of societal values, demonstrating the realism with which
digital social structures can reflect broader social dynamics. Each instance on Mastodon has the
autonomy to implement moderation policies that may diverge significantly from one another, yet
these policies are tailored to meet the specific needs and values of their respective communities.
The divergence in standards across Mastodon instances is emblematic of the diversity of human
values within society.

Our research indicates that Mastodon instances typically exhibit a pronounced sense of commu-
nity, each characterised by distinct motivations, challenges, needs, and approaches. This diversity
extends to various aspects: safety (with some communities prioritising harassment prevention and
others emphasising privacy), content discovery (preferences range from strictly algorithm-free en-
vironments to transparent, algorithm-assisted experiences), community growth (differing attitudes
towards expansion), and content moderation (varying from proactive safety measures to reactive
strategies for greater openness).

This heterogeneity underscores the inadequacy of a universal solution across Mastodon instances.
In contrast to traditional social media platforms governed by a singular entity with unified objectives
and regulations, decentralised social media thrives on diversity and customisation. Consequently,
the design of tools and mechanisms for such platforms must account for the unique values and
needs of specific communities. For instance, the development of algorithms demands an in-depth
comprehension of the community’s stance towards such technology, their values, and concerns.
Similarly, implementing a generic, pre-trained AI detection tool for moderation may not be effective
in a decentralised context. Instead, it requires a nuanced understanding of the target community,
considering factors like the instance’s specific moderation policies, definitions of harmful content,
and preferred moderation styles. In this context, prior works in CSCW on the design of personalised
content moderation tools [62, 67, 99] could serve as valuable start points, paving the way for the
necessity of building tailored approaches attuned to the distinct values and needs of each community.
Universal, one-size-fits-all tools can be unsuitable for this varied landscape, highlighting the need
for designs that are as diverse as the communities they serve.

This research primarily focuses on examining decentralised social media; however, it also provides
insights applicable to a broader spectrum of social computing systems, including centralised social
media platforms. Some of our findings resonate with previous studies on centralised community-
driven platforms like Reddit, echoing with Hwang and Foote’s observations on the appeal of smaller
communities [57] and offering empirical explanations for Nicholson et al.’s observations regarding
the prevalent rules against harassment and hate issues on Mastodon compared to Reddit [84].
These rules contribute to Mastodon as a ‘safe space’ for diverse identities. Our research further
unpacks the similarities and differences betweenMastodon and Reddit, and provides building blocks
for understanding the dynamics of user interaction and governance across different social media
platforms. Furthermore, our research elucidates the motivations for transitioning from centralised
social media platforms to Mastodon, highlight the potential deficiencies of centralised platforms.
Our findings suggest that improvements in safety measures for diverse communities including
marginalised groups, along with increased user control over content feeds and enhanced data
autonomy, could potentially enhance centralised social media platforms.
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6 Limitations and Future Work
This research has several limitations, particularly concerning the size and composition of the study
population. The participants signed up for our study may already have heightened awareness about
issues like citizen empowerment. Another limitation of our approach lies in the fact that all data
collected is self-reported. This means the insights are confined to what the participants deemed
significant or relevant, based on their personal perspectives. Consequently, our study’s findings
might predominantly mirror the perceptions and experiences of general demographics or LGBTQ+
groups, and more specifically, those of administrators, as opposed to moderators or regular users.
Nevertheless, we believe that the work presented here paves the way for future ethnographic
observations. These could yield a more direct comprehension of the practices and further contribute
to critical insights on the future of decentralised social media. Finally, decentralised social media
encompasses a wide range of platforms, each with its unique set of challenges and considerations.
Our decision to choose Mastodon as our example platform is based on its significance and promi-
nence in the decentralised space, which may influence our findings, particularly in terms of issues
that are most relevant to this specific platform. Future research will focus on developing methods
that enable users on these platforms to enjoy experiences more closely aligned with their values
and the specific needs of their communities, through methods like co-design workshops. These
workshops will explore various models of content moderation and community governance designs,
and investigate strategies to empower users more effectively on these platforms.

7 Conclusion
In the evolving social media landscape, decentralised platforms like Mastodon, an open-source,
federated platform, have become notable alternatives to traditional centralised networks, offering
user autonomy and community governance. This paper presents a systematic examination of the
experiences of Mastodon administrators, offering vital insights into the dynamics of decentralised
social media platforms. The research, grounded in semi-structured interviews with 16 Mastodon
administrators, reveals themotivations, challenges, and strategies employed by those at the forefront
of this emerging landscape. Key findings indicate that while decentralisation offers enhanced user
control, privacy, and the creation of safe, inclusive environments, it also brings significant challenges
such as content moderation and user adoption. The study highlights the balance between the
benefits of a citizen-powered, customized social media experience and the increased responsibilities
of platform governance. This exploration is crucial for understanding the evolving trajectory of
decentralised social media, paving the way towards a more citizen-powered future.
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