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Idea. 
 

Want a framework that accommodates such things as 
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Gives us a better chance of 
spotting (e.g.) side-channel attacks 
than (say) a complexity-only view. 
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But some special entities—like security—straddle more than one dimension, 
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